ADVISORY ON e-MIGRATE

Subject: Precautions to prevent misuse of the eMigrate Login Id and password of the foreign employers (FEs) by some Recruiting Agents.

It has been brought to the notice of the Ministry of External Affairs that some of the Foreign Employers (FEs) have shared their eMigrate login ID and password with some Recruiting Agents. Consequently, in some of the cases reported to the Ministry, some fake demands have been submitted by the Recruiting Agents in an unauthorized manner, using FE’s eMigrate login without the Knowledge of the concerned FE. Further to this, the emigration Clearance has also been reportedly sought without the visa being obtained by the concerned FE. This is an unauthorized activity and will lead to deactivation of the eMigrate login id and password of concerned users.

2. In view of the above reports, all the FEs are hereby advised as a matter of abundant precaution not to share their eMigrate login ID and password with any Recruiting Agent under any circumstances. From time to time, all FEs are also advised, in their own interest to change their passwords periodically to avoid any scope of unauthorized access.

3. The Recruiting Agents are hereby strictly advised not to seek or use the eMigrate login ID and password of any FE. If any Recruiting Agent is found doing so, suo-moto action, including deactivation of account of the concerned users, shall be taken, under the relevant law and rules.

4. This issues with the approval of the Competent Authority.

(Rajesh Sharma)
Deputy Secretary to the government of India
Ph: 24676145
E-mail: rajesh.s@nic.in

To,

i) Foreign employers through Emigrate website and email.
ii) Recruiting Agents through eMigrate website and email.
iii) All POEs for necessary action wherever required.
iv) Indian Missions in ECR countries.
v) Indian Missions in ECR countries.
vi) TCS for necessary action.